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contract, and other individuals 
performing functions for SSA but 
technically not having the status of 
agency employees, if they need access to 
the records in order to perform their 
assigned agency functions. 

6. Non-tax return information which 
is not restricted from disclosure by 
federal law may be disclosed to the 
General Services Administration (GSA) 
and the National Archives and Records 
Administration (NARA) under 44 U.S.C. 
2904 and 2906, as amended by NARA 
Act of 1984, for the use of those 
agencies in conducting records 
management studies.

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records in this system are maintained 

in both electronic and paper form (e.g., 
magnetic tape and disc and microfilm). 

RETRIEVABILITY: 
Records in this system will be 

retrieved by the individual’s SSN and/
or name. 

SAFEGUARDS: 
Security measures include the use of 

access codes to enter the computer 
system which will maintain the data, 
and storage of the computerized records 
in secured areas which are accessible 
only to employees who require the 
information in performing their official 
duties. SSA employees who have access 
to the data will be informed of the 
criminal penalties of the Privacy Act for 
unauthorized access to or disclosure of 
information maintained in the system. 
See 5 U.S.C. 552a(i)(1). 

Contractor personnel and/or alternate 
participants having access to data in the 
system of records will be required to 
adhere to SSA rules concerning 
safeguards, access and use of the data. 

RETENTION AND DISPOSAL: 
Records in this system are retained for 

one year when they pertain to 
documents provided by and returned to 
an individual, denial of requests for 
confidential information, release of 
confidential information to an 
authorized third party, and 
undeliverable material. Records are 
maintained for 4 years when they 
contain information and evidence 
pertaining to Social Security coverage, 
wage, and self-employment 
determinations or when they affect 
future claims development. Additional 
information collected such as waiting 
time information may be retained for 
longer periods for purposes of analysis 
and process improvement, without 
regard to individual records. 

The means of disposal of the 
information in this system will be 
appropriate to the storage medium (e.g., 
deletion of individual electronic records 
or shredding of paper records). 

SYSTEM MANAGER(S) AND ADDRESS: 
Associate Commissioner, Office of 

Systems, Social Security 
Administration, 6401 Security 
Boulevard, Baltimore, Maryland 21235. 

NOTIFICATION PROCEDURE(S): 
An individual can determine if this 

system contains a record about him/her 
by writing to the system manager(s) at 
the above address and providing his/her 
name, SSN or other information that 
may be in the system of records that will 
identify him/her. An individual 
requesting notification of records in 
person should provide the same 
information, as well as provide an 
identity document, preferably with a 
photograph, such as a driver’s license. If 
an individual does not have 
identification documents sufficient to 
establish his/her identity, the individual 
must certify in writing that he/she is the 
person claimed to be and that he/she 
understands that knowing and willful 
request for, or acquisition of, a record 
pertaining to another individual under 
false pretenses is a criminal offense. 

If notification is requested by 
telephone, an individual must verify 
his/her identity by providing identifying 
information that parallels the record to 
which notification is being requested. If 
it is determined that the identifying 
information provided by telephone is 
insufficient, the individual will be 
required to submit a request in writing 
or in person. If an individual is 
requesting information by telephone on 
behalf of another individual, the subject 
individual must be connected with SSA 
and the requesting individual in the 
same phone call. SSA will establish the 
subject individual’s identity (his/her 
name, SSN, address, date of birth and 
place of birth along with one other piece 
of information such as mother’s maiden 
name) and ask for his/her consent in 
providing information to the requesting 
individual. 

If a request for notification is 
submitted by mail, an individual must 
include a notarized statement to SSA to 
verify his/her identity or must certify in 
the request that he/she is the person 
claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40). 

RECORD ACCESS PROCEDURE(S): 
Same as ‘‘Notification’’ procedure(s). 

Requesters also should reasonably 
specify the record contents they are 
seeking. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.50). 

CONTESTING RECORD PROCEDURE(S): 
Same as ‘‘Notification’’ procedures. 

Requesters also should reasonably 
identify the record, specify the 
information they are contesting, and 
state the corrective action sought and 
the reasons for the correction with 
supporting justification showing how 
the record is untimely, incomplete, 
inaccurate or irrelevant. These 
procedures are in accordance with SSA 
Regulations (20 CFR 401.65). 

RECORD SOURCE CATEGORIES: 
Information in this system of records 

is obtained from information collected 
from individuals interviewed in person 
in SSA FOs, from existing systems of 
records, such as the Claims Folders 
System, (60–0089), Master Beneficiary 
Record, (60–0090), Supplemental 
Security Income Record and Special 
Veterans Benefits, (60–0103), and from 
information generated by SSA, such as 
computer date/time stamps at various 
points in the interview process. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE ACT: 

None.
[FR Doc. 02–25917 Filed 10–10–02; 8:45 am] 
BILLING CODE 4191–02–P

DEPARTMENT OF TRANSPORTATION

Maritime Administration 

[Docket No. MARAD–2002–13537] 

Information Collection Available for 
Public Comments and 
Recommendations

ACTION: Notice and request for 
comments. 

SUMMARY: In accordance with the 
Paperwork Reduction Act of 1995, this 
notice announces the Maritime 
Administration’s (MARAD’s) intentions 
to request extension of approval for 
three years of a currently approved 
information collection.
DATES: Comments should be submitted 
on or before December 10, 2002.
FOR FURTHER INFORMATION CONTACT: 
Thomas W. Harrelson, Maritime 
Administration, MAR–590, 400 Seventh 
St., SW., Washington, DC 20590. 
Telephone: 202–366–4610, FAX: 202–
366–5522 or e-mail: 
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1 Since the term ‘‘EDR’’ can be used to cover 
many different types of devices, we believe it is 
important to define the term for purposes of this 
document. When we use the term ‘‘EDR’’ in this 
document, we are referring to a device that is 
installed in a motor vehicle to record technical 
vehicle and occupant-based information for a brief 
period of time (i.e., seconds, not minutes) before, 
during and after a crash. For instance, EDRs may 
record (1) pre-crash vehicle dynamics and system 
status, (2) driver inputs, (3) vehicle crash signature, 
(4) restraint usage/deployment status, and (5) 
certain post-crash data such as the activation of an 
automatic collision notification (ACN) system. We 
are not using the term to include any type of device 
that either makes an audio or video record, or logs 
data such as hours of service for truck operators.

thomas.harrelson@marad.dot.gov. 
Copies of this collection can also be 
obtained from that office.
SUPPLEMENTARY INFORMATION: 

Title of Collection: Information 
Collection Activities Under Cargo 
Preference Statutes and Regulations, 
Including PR 17 and 46 CFR Part 381. 

Type of Request: Extension of 
currently approved information 
collection. 

OMB Control Number: 2133–0013. 
Form Numbers: MA–518. 
Expiration Date of Approval: May 31, 

2003. 
Summary of Collection of 

Information: Title 46, App. U.S.C. 1241–
1, Public Resolution 17, requires 
MARAD to monitor and enforce the 
U.S.-flag shipping requirements relative 
to the loans/guarantees extended by the 
Export-Import Bank (Eximbank) to 
foreign borrowers. Public Resolution 17 
requires that shipments financed by 
Eximbank and that move by sea, must 
be transported exclusively on U.S.-flag 
registered vessels unless a waiver is 
obtained from MARAD. 

Need and Use of the Information: The 
prescribed monthly report is necessary 
for MARAD to fulfill its responsibilities 
under Public Resolution 17, to ensure 
compliance of ocean shipping 
requirements operating under Eximbank 
financing, and to ensure equitable 
distribution of shipments between U.S.-
flag and foreign ships. MARAD will use 
this information to report annually to 
Congress the total shipping activities 
during the calendar year. 

Description of Respondents: Shippers 
subject to Eximbank financing. 

Annual Responses: 336. 
Annual Burden: 168 hours. 
Comments: Comments should refer to 

the docket number that appears at the 
top of this document. Written comments 
may be submitted to the Docket Clerk, 
U.S. DOT Dockets, Room PL–401, 400 
Seventh Street, SW., Washington, DC 
20590. Comments may also be 
submitted by electronic means via the 
Internet at http://dmses.dot.gov/submit. 
Specifically address whether this 
information collection is necessary for 
proper performance of the functions of 
the agency and will have practical 
utility, accuracy of the burden 
estimates, ways to minimize this 
burden, and ways to enhance the 
quality, utility, and clarity of the 
information to be collected. All 
comments received will be available for 
examination at the above address 
between 10 a.m. and 5 p.m. EDT (or 
EST), Monday through Friday, except 
Federal Holidays. An electronic version 
of this document is available on the 
World Wide Web at http://dms.dot.gov.

By Order of the Maritime Administrator,
Dated: October 7, 2002. 

Joel C. Richard, 
Secretary, Maritime Administration.
[FR Doc. 02–26005 Filed 10–10–02; 8:45 am] 
BILLING CODE 4910–81–P

DEPARTMENT OF TRANSPORTATION

National Highway Traffic Safety 
Administration 

[Docket No. NHTSA–02–13546; Notice 1] 

RIN 2127–AI72 

Event Data Recorders

AGENCY: National Highway Traffic 
Safety Administration (NHTSA), 
Department of Transportation.
ACTION: Request for comments.

SUMMARY: Over the past several years, 
NHTSA has been actively involved with 
Event Data Recorders (EDRs) in motor 
vehicles. EDRs collect vehicle and 
occupant-based crash information. The 
agency’s involvement has included 
sponsoring two working groups, using 
data from EDRs in crash investigations, 
and conducting research and 
development. Particularly since the two 
working groups have completed their 
work, we request comments on what 
future role the agency should take 
related to the continued development 
and installation of EDRs in motor 
vehicles.

DATES: You should submit your 
comments early enough to ensure that 
Docket Management receives them not 
later than January 9, 2003.
ADDRESSES: You may submit your 
comments in writing to: Docket 
Management, Room PL–401, 400 
Seventh Street, SW., Washington, DC 
20590. Alternatively, you may submit 
your comments electronically by logging 
onto the Docket Management System 
(DMS) Web site at http://dms.dot.gov. 
Click on ‘‘Help & Information’’ or 
‘‘Help/Info’’ to view instructions for 
filing your comments electronically. 
Regardless of how you submit your 
comments, you should mention the 
docket number of this document.
FOR FURTHER INFORMATION CONTACT: The 
following persons at the National 
Highway Traffic Safety Administration, 
400 Seventh Street, SW., Washington, 
DC, 20590: 

For technical and policy issues: Dr. 
William Fan, Office of Crashworthiness 
Standards, NPS–11, telephone (202) 
366–4922, facsimile (202) 366–4329. 

For legal issues: J. Edward Glancy, 
Office of the Chief Counsel, NCC–20, 

telephone (202) 366–2992, facsimile 
(202) 366–3820.
SUPPLEMENTARY INFORMATION:

Table of Contents 
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II. Discussion of Issues 

a. Safety benefits 
b. Technical issues 
c. Privacy issues 
d. Role of NHTSA 

III. Rulemaking Analyses and Notices 
IV. Submission of Comments

I. Introduction 
Over the past several years, there has 

been considerable interest in the safety 
community regarding possible safety 
benefits from the use of Event Data 
Recorders (EDRs) in motor vehicles. 

Types and uses of EDRs. EDRs collect 
vehicle and occupant-based crash 
information. They can be simple or 
complex in design, scope, and reach. 
Some systems collect only vehicle 
acceleration/deceleration data, while 
others collect these data plus a host of 
complementary data, such as driver 
inputs (e.g., braking and steering) and 
vehicle systems status. 1

The information collected by EDRs 
aids investigations of the causes of 
crashes and injury mechanisms, and 
makes it possible to better define safety 
problems. The information can 
ultimately be used to improve motor 
vehicle safety. 

EDRs have been installed as standard 
equipment in an increasingly large 
number of light motor vehicles in recent 
years. Moreover, these devices have 
become more advanced with respect to 
the amount and type of data recorded. 
We estimate that essentially all model 
year 2002 passenger cars and other light 
vehicles have some recording capability, 
and that more than half record such 
things as crash pulse data. 

Research and development. In 1997, 
the National Transportation Safety 
Board (NTSB) issued Safety 
Recommendation H–97–18 to NHTSA, 
recommending that we ‘‘pursue crash 
information gathering using EDRs.’’ 
Also, in that year, the National 
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